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Artificial/Intelligence . .
a controversial philosophical issue (1)

René Descartes

The body is a machine, | am the thougtudgito ergo sung1637)

Namreveranunquamvidi au tercipihumanacorporacogitare sedtantum eosdemessenomines quihabentet
cogitationemet corpus (1641).

Where is theescogitan®

Alan Turing

Thought is a process, which a machine can imita#&9)

Ludwig Wittgenstein

The world is not simply a series of representations capable of being expressed by language, but a sgries of intgrprei
YR O2YYdzyltf dzy RSNRUOFYRAY3IaA ¢ KAOK -FNIYSSE QLI H §/Badid KINS dz
YR NS YIRS O2YLINBKSyYyaAoftS o0& (0KS WTF2NXY 2F ftAFSQ A

Eric Kandel
Our mind is a set of operations carried out by our brainiQ
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KarlRaimundPopper

MedawareLecture(1986) @®@voldtionis notdriven Bythe mechanical process of variation and elimination, but by the
activity of organisms concerned withoblemsolvingand gainingiew knowledgd 6 2 dziT 0 KS 62 NI R X
use of unpredictable new knowledge about their environment. Their activity is also driven by a network of propensitie
They too are partlynpredictabl® o dzi y 2 ANNI GA2y Lt X 0SOFdzaS |ttt 27F 0
a2t OAYIAXD RANIORIIBNBYRS SIYIANRPY YSY G 2NJ X 060SKI @A 2dzNE (K.
cells or individuals and their suitable genes. In the éncnans learnto speak and write. Life was akite build up huge
guantities ofexosomaticknowledge Exosomati&knowledge is now continuously exchanged between all humans.

Denis Noble

The Music of Life: Biology Beyond G€Ae88) Y)oed life have a lof2cSome evolutionary geneticists have argued that it
Olyy2i KIFI@Sd ¢KS S@2fdziAz2yl NBE LINRPOS&aa Aa of AYRI &KYLJ
different turns at any number of the many corners it encountered during the billions of years; and still what we have g
YF1Sa Ada 2 ¢ ytalfhasyoRrma&de with@yilei® Keing a drivEhe grand composer was even more blind-
GKFYy . SSUK2@SY 61 a RSI FHE

Daniel Dennett

From Bacteria to Bach and Back: The Evolution of Mitidis/) suggests that a natural part of the evolution of intelligence
itself is thecreation of systems capable of performing tasks their creators do not know how to do
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A successful biomimicry approach .

A Some thought thaintelligence would more easily emerge if machines took
iInspiration from biologyand learned by observing and experiencing.

A This meant turning computer programming on its head: instead of a programmer
writing the commands to solve a problem, theogram would generate its own
algorithm, based on exampleata and a desired output

A Themachinelearning techniquest KI 0 ¢2dz R fF SN S@2f O
powerful Al systems followed this patiite machine essentially programs itself_

A The essence of learning becomes #iglity to detect, recognise, and eventually
reproduce patterns

A Algorithmic systemare increasingly able tearn from one another

A Any algorithm is able to learn anetep doing so indefinitely
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Artificial assistants ' .

Lowerend applications of Al allow already to augment human decision making
performance.

This process starts being commodified.

It makes it possible to have skilled human operators focussing on ambitious
and creative, instead of repetitive tasks.

ThIS rings a bell in response to a very old issue:

Aristoteles (38422 BCERoliticr G L ¥ SOUSNE Ay aluNdzySyd Ozdz# R
2N I YOIAOALI GAY3 GKS gAff 2F 20KSNA wX86 AFE:
plectrum touch the lyre without a hand to guide them, chief workmen would not want servants,
Y2NJ YFAaUSNE afl gSaéo |
Robert Aron and ArnauDandiey Larévolutionnécessair€1933),were distinguishing between
repetitive work (a besogné and creative activity.

But raises societal concerns with regard to traditional employment.
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Algorithmic production of knowledge (APK)

A Slnce2015computers arenetter than humans at'image labelling

ThelmageNet Large Scale Recognition Challerwhose accrued dataset is now more thah million imagestrongg, has reached aarror
rate which is incredibly lowafound 2%, by having recourse to deep convolutional neural networks

lllumeois the new imaging and informatics technology with adaptive intelligence developed by Philips, that redefines and enhances ho
radiologists work with medical images.

A AIphaGo (2016)

AlphaGo isa computer Go prograwhich uses a Monte Carlo tree search algorithm to find its moves based on knowledge previously "learne
by machine learning, specifically by an artificial neural netwerkensively trained both from human and computer play.

In 2016, itcould beat a 9lan professionalwho found out that AlphaGo wascurring in apparent mistakefater revealing how a machine can
0N} yAOSYR GKS GNIYRAGAZ2YIET RSTFAYAGAZ2Y 2F YI a0SNE YSobehuifg &l & FWRG
beaten master, Lee Sedol.

A DeepMind Healttand Moorfields Eye Hospitéh London(2016)

I They have jointly started a medical research partnership through which approximately one @ijllioal Coherence Tomograpsgans will-be
used for deep learning omgerelated macular degeneratiofAMD).

I DeepMind has committetb take rigorous measures to protect the security of the data, anad disclosing it to anyone other than the
researchers and engineers working on the praject

A Deep Patient (2017)

A novel unsupervised deep feature learning method, based on adhyez stack of denoising autoencoders, used to capture
hierarchical regularities and dependenciaghe aggregatedEHRs of about00,000 patientfrom the Mount Sinaidata warehouse .

76,214 test patients were analysed, comprising 78 diseases from diverse clinical domains and temporal windows.

The result is a representation evaluatedmasadly predictive of health statdsy assessing therobability of patients to develop
various diseased®rediction models for severe diabetes, schizophrenia, and various cancers were among the top performing ones.
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Further Al appl’ic'ations In clinical decision making*®

THI5 15 YOUR MACHINE LEARNING SYSTET]? Henftllfih::rurs':::' rDeepReasoneithe generic and flexible clinical case reasoning tool
YUPI YOU POUR THE DATA NTO THIS BIG “*" based onmulti-tas_k deep neural networksvhich permit to learn
PILE OF LINEAR ALGEBRA, THEN COLLECT abstract and compact representations.
THE ANSWERS ON THE OTHER SIDE. A ltsunsupervised traininis driven by the aim of reconstructing input data after dimensionality
WHAT IF THE ANSLIERS ARE WRONG? J reduction.
JUST STR THE PILE UNTIL A It supportsevidencebased decision makirty retrieving similar patients, and enables

THEY START LOOKING RIGHT different types of use cases, suchpasient-like-mineas well agpatient-like-me.

Watson for Oncology

Watson uses theloud-based supercomputer to digest massive amounts of datfrom
R2O0G2NNa y23GSa 42 YSRAOIf &addzRASa G2 Of AyA
Its treatment recommendations are not based on its own insights from these data. Instead;
they are based on training by human overseers.

Watson ismproving rapidly the systems offeringguidance about treatment for 12 cancers
thataccountfory 1 LISNDSyid 27F. 0KS g2NI RQa Ol asa

Do I Do

A ¢KAa OFly al @S R2002NARQ 0 Aiqddityda.R Sy adzNB GKI
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Promises and paradoxes of APK ’

APKlearns from previous situatiorte provide input anchutomate complex future decision
processesmaking it easier to arrive at concrete conclusions based on data and past experience
¢KS FTANROG LKrdp@dctaedby de2®Y | X & & ABY Datad And@lyS8cEn wRigh

large number of algorithmare tested on data in view afiscovering meaningful correlations

Once relevant correlations are found, new algorithms based on runmaxgnine learning
techniques can be applied, aiming at learning theinsality status

Deep learningmplies feeding vast quantities of data througan-linear neural networksvhich
classify the datdbased omierarchical outputdrom each successive layer

The complexity of thiselfmodellingis, as yet, inherentlyion-selfexplicative

This can determine alack box effegtrendering automated decisiemaking altogether
iInscrutable no one really knows how the deep learning algorithms get tc
what they do.

A In as much as this remains so, the APK is built and operates in ways w
appear asncomprehensibleand seems to requireJ- N> R2 EA Ol f,
In order to let algorithms ultimately make decisions on your behalf.

o o o Do Do I
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Al as a threat to the G.DPR : ‘

Of course, Al makes it easier and easier talentify data subjects.

aLO YIFeé& oS THMBERSAEANSTIIS d2avya 2F GKS wiIKU

| dzY ya F2NHSOS Yl OKAYySa NBYSYOSN I NJ A UO,
Computer Law and Security Review, Elsevier, 2017.

To I

and also as a new tool for anonymisation

A Synthetic Data Vault usesmachine learningo automaticallygenerate artificial dat@n which
scientists can test their algorithms and models.

A The algorithm itself is a form ofcursive conditional parameter aggregatiofireal databases,
which exploits their hierarchical nature.

A ahyOS 6S Y2RSt 'y SYUuANB RIFEOGlFrolrasSz ¢S Ol
RIFGlFT GKFO @OSNEB YdzOK f221a fA1S GKS 2NRARIA\
database has some missing values and some noise in it, we also embed that noise in the
aeyidKSIUiAIawhg Nd&akeRiyhXnachine learning to enable machine leargid)
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MHI\/ID_makés use of Synthétic Data-— 4

MyHealthMyDatagMHMD) initially found itsels Y4 Iy 3t SR ¢ itk &y 02 YARMNIA 2y @A 0 K NB I N
clinical institutions

T data could get mobilized only after the Ethics Committees would have given their green light,

T the same Ethics Committees would not authorize the sharing of routine data until all MHMD solution details were fudlgl.clarifi

As aa pragmatic alternativelartshas offered to generateynthetic cardiaoriented data setgpurporting to fictitious individuals)
based on aggregate statistics of a populatioi@®,000 patients

Thesedatasets havepurious correlations added to reflect the impact of cardiovascular risk fagmcardiovascular health.

The datasets contaifake names, addresses, DOB, DOD, episode visits, anthropa@gjrweights, heights, BMI, BSA, etc.) and
cardiac function parametey®tc.

Examples of data types/sources targeted for early inclusion indidecardial Infarctioncathlab datg demographicsCT images
andtext reports MRI imageand text reportspacemaker datgechocardiographimages and text reports;ardiac surgery data
data from thechest pain clinic and pathology data

Not only does this solution allow to get MHMD concretely unrolling, but it also makes it possible to test the major elgments
MHMD development, including:

T Evaluation ohow standardized ontologies can be mappanto such a (typical) data export format

| Loading and processirgf large datasets

i Algorithm scalindcompute cost as a function of data size)

i Multi-site compute(e.g. by chunking data and distributing over multiple sites, modelled for example as Virtual Machine instances)

| Impact ofpseudonymisatiofobfuscation/aggregation techniquean a range of dimensional statistical measures

| Allowing the hacking challenges and pests but, of course, for the reidentification tests, for which real data will be necessary (and are reasonably

expected to be available and duly consented).
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More fundamental Ch_allenges deriving from Quantum Computing

A Quantum computers can explore potential solutions to problemsultaneously versus
sequentiallf 0 K NP dzdhKtuntipKr&|aliNg ey

A All traditional computer programming resolves into binary code, but quantum computers
represents data usingubits.

A Qubits are twalevel quantum systems that can be manipulated into complex intermediate
states, including states where thli@in of one qubimay be linked, vig§ dzI v U0 dzY Wi 2 =
with the entangled state®f one or more other qubits.

A In a database of N items, a classical computer needs N/2 tries for factoring a number, whe
a quantum computer would find it in a number of steps equal todheare root of N

A The superposition of interconnected qubits translate to o0 0o ofloo 0000000 o

exponentially more computing power 9/0 Vel baYedhe! o0 o0 o o0
\QQ/@ @@@@9@@@@@
A An IBMZOqublt maching using supeconducting qubits, WIﬂ@ e ollo ¢ 0 o0 070 o0 o

AYONBI AaSR Wi KISINBo/SY T AWISR o'e o oflo e o0 60 60 o0

20 Qubit Array 50 Qubit Array
2017
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Quantum Key Distribution - :

A The NSA has already developed a list of current encryption techniques that should no
longer be used.

A Adversaries making use of qguantum computers suitin be able to break current public
key encryptiorandsignatureschemesunless encryption is also upgradedjoantum
cryptography

A Quantum key distribution offersiathematically proven securitguaranteed by thé&aws of
physics ,

A According to quantum mechanics, itiispossible to copyata encoded in a quantum state

since thevery act of readinguantum encoded datanterferes with their superposition
and modifies their state.

A Any attempt by eavesdroppers to intercept the quantum key would invalue2asurement
of some kinglunavoidablynterrupting the qubits entanglemerand alerting both sender
and receiver.
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Secure Multiparty Computation - g

SMC allows a set of distrustful partiesgerform the computation in a distributed mannavhile each
of them alone remainsblivious to the input data and the intermediate results

The computation is secure when at the end, party knows anything except its own input and the
results

Even though SMC has been known and researched for several decadegjitwasently considered
too complicatedand inefficient for practical use.

Lately, several general SMC frameworks, distributed computational infrastructures and special purpo
protocols, have been proposed that are able to support real world use cases provimsgéi@lity of
SMC based data analysis

A The SODAS(alable Oblivious Data Analy)iet2020 project, led byhilips parallel to MHMD (it is
funded under the same EC call), is fully based on SMC and aims abdatseding to be shargddnly
madeavailable for encrypted processing

A The PEPRplymorphic Encryption arfélseudonymisationproject, led byRradboudUM¢and largely
sponsored by/erily(which is a subsidiary éflphabe), is anopensource system which responds to the
GDPR requirements of bottata protection by design and by defalgindis expected to be functionally
avallable by Q1 2018
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Homomorphlc Encryptlon

for secure dlstrlbuted processing of medical data

“.

Hospital / Individual

Encrypted Input Data

External processor

Encrypted Results

k

LTS

HOSPITAL
¢EE'II_

%, MY HEALTH
/ MY DATA

Edwin Morley -Fletchert EMA ¢ London ¢ 15t December 2017

Homomorphic encryption
encryption that allows for
computations on encrypted
data, generating an
encrypted result which,
when decrypted, matches
the result of the operations
performed on the non-
encrypted data

-2 Main purpose: allow for
computation on encrypted
data
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Homomorphic encryption - .

FullyHomomorphic encryption
W {0FYRIFINR | LILIINRIF OKY DSYUNEBQa&a &aO0OKSYS
w 7 orders of magnitude slowahan computing on plaintext data

w Performing operations on encrypted datadds noisdh [ AYAUGSR ydzYo SN 2 7F
performed

Partialhomomorphic encryption

Allows for the evaluation of certain operations (e.g. addition, multiplication)
Significantly fastethan Fully Homomorphic encryption

Can be used in practical applications witasonable overhead

There are different PHE schemes with different homomorphic properties.

MHMD is using th&ORE PH encryption systantroduced byKipnisandHibshooshn 2012.

o T T> To I
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Partlal Homomorphlc Encryptlon
MORE Encr;Lptlon scheme used by MHMD

w Fullyhomomorphic w.rtalgebraic
operations: addition, subtraction,
multiplication division

w Noise free unlimitednumber of
operations can be performed on
cyphertext data

w Nondeterministic multiple encryptions o
the same message (and with the same
key) result in different cyphertexts

w Negligible computational overhead

%, MY HEALTH
/ MY DATA

Encryption
key

Random
parameter

Message to be
encrypted (e.g. a
rational r'umber)

MORE
encryption
scheme

Encrypted
message (2x2
matrix)

['511 l'312]
C21 Cp2
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Secure and anonymised computation of health risk sceres
Qrisk score (prediction algorithm for CVD)

A QResearchrediction algorithmdased on:
A Traditional risk factors (demographics, patient history, etc.)
A Blood tests

A Blood pressure measurements
Derived from24 millionhealth records

Predicts the risk to develop a certain pathology / condition duringhgarval of time of 110~
years

A Several risk score€ardiovascular disease, Diabetes, Kidney disease, Osteoporosis, Thrqm'lc
Cancer, Stroke, etc. )

T> T

Goal:Develop a homomorphic encryption scheme that enables the computation of
risk scores without decrypting the input information.
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Secure and anonymlzed computatlon of health risk scares .
Qrisk. score - Example

Enarytad potient dat

Age 54 Age -40.69 35.13 -129.21 107.35
Ethnicity 1 (White) Ethnicity 5.86-1.63 5.99 -1.01
UK Region 5 UK Region 5.89-0.3 1.14.63
smoking status 4 (Mederate) Smoking status 9.76-1.93 7.11 1.61 En CrvptEd
Dizbetes 1 (Yes) Diabetes 13.74-4.27 15.72 -4.27 =
MORE risk score
CvD 1(Yes) £ ti CVD 14.58 -4.56 16.76 -4.62 e
NCcr Ion
Under HEP 1 (Yes) YP Under HBP treatment 10.52-3.211.75-2.94 49 97 _40 02
treatment . -
Under steroid treatment 9.8-3.29 12.09 -4.06
Under steroid 0 (MNo) _
12.59 -10.08
Body mass index -15.33 13.73 -50.51 42 55
Body mass index 25.6
I_z
Decryption
39.88%
' _ st
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Artificial IntelligenpéanHHomomorphiéaIIy Encrypted Data
Baselindnfrastructure |

Raw data Encryption Encrypted data
TRAINING E|=|| i @ i Neuronal Network
Secret key
PREDICTION —=||| ﬁ @
Decrypted data Decryption Encrypted data
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Prlvacy Preservmg Regressmn = y
Fully Connected Neural Networkslne Function Modeling (Training phase)

A neural network is trained to approximate the sine function
@ OHKdhw" [ 9, where wrepresents the network input

Backpropagation learning onencryptedtraining data

Preprocessing Fully Connected Network

(normalization)

= Back Propagation
/f@1. MY HEALTH
w¥A MY DATA

Training data Encryption

Forward Propagation

ﬁ ﬁ Error Estimation




Error
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Training loss on nonz encrypted data

0.8 1

0.6 1

0.4 7

0.2 1

0.0 1

Privacy Preserving Regression :
Sine Function ModelingEncrypted vs. nekncrypted (Training phase)
Training progresses similarly in‘encrypted and norencrypted usecase

0

T T T T T T T T
2500 5000 7500 10000 12500 15000 17500 20000

Number of training iterations

Error

0.8

0.6

0.4 1

0.2 4

0.0 1
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Training loss on encrypted data

T T T T T T T T T
0 2500 5000 7500 10000 12500 15000 17500 20000

Number of training iterations
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Sine Function ModelingEncrypted vs. nekncrypted Prediction

s

Privacy Preserving ' Regression

Training progresses similarly in encrypted and norencrypted usecase

Prediction from nonzencrypted trained model

A Ground truth
m A NN prediction

Sin(y) - output

! , MY HEALTH
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—0.50 A

—1.00 A

1.00 4

0.75 1

0.25 1

—0.25

L

o._-.-..
eee®” -

Prediction from encrypted trained model

1.00 1

Sin(y) output

—0.25 4

—0.50 1

A Ground truth
m A NN decrypted prediction
] ¢ .
0.50 o ..
f '\
5 .
01 ® .. !
[ ]
3
2
.
[} L
. .
"\z/
Y - input
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Convolutional Neural Networlcsl\/INIST Digit Recognition

ANNSMIwpsNoe P>
o BN G R -0
eyl LuwNn-o
N e -cWN—O
=) e q4rd N0
WoN B ALNDRD
e N N I Y

Lol AR NN
LMY B D wy~O

Training data

== ()=

28x28 images
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Privacy Preservmg Classn‘lcatlon

neural network is trained to recognize hand written digits from 2D images

wsNesneWwWL -0
FPRNEFHOPPR-O
NAY LW~ O
Nl SV EWER—0
DN O e — G
Mo+ WML U—O
LD egrnwl—o
cmd e Sw R =0
ey VL — 0O
~oas) SN LCPUV~-0O
o . Lwn -0
Do gy whH—o
Seonnagsinlwir=o
Ded- I &N EWLN—O
R e VI R Ry
Do EFRLyNe~Q
L= s P N—-=
o R A R ER ]
DOL Y VD —D
W s nLwPp—0
SR CWN—D

Feature Maps
14x14x32

Feature Maps
28x28x32

Preprocessing

o Encryption
(normalization) yP

5x5
Convolution

2x2

Input
28x28x2x2

Subsampling

Feature Maps
14x14x64

5x5

Convolution Subsampling

Convolutional Neural Network

Feature Maps Feature Maps  Output
7X7x64 1024 10

Error estimation

=)

8
%

wE Fully

Connected

\ack Propagay




Privacy Preserving Classification —.—
MNIST Digit RecognitiagnEncrypted vs. nekncrypted Training |
Trainingprogresses similarly ih encrypted and remcrypted usecases

Training loss on nonz encrypted data Training loss on encrypted data

Classification accuracy
non-encrypted data:
97.45%

Classification accuracy
encrypted data: '
97.22%

Error

Number of training iterations Number of training iterations
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Both SMC and HE are not directly taken into account by the GDPR

A Theunique piece of regulation adopted so far is the Opinion 052014 on Anonymization Techniques,ssuedby the
Article 29 Working Party (the technicalbody taskedwith providingthe EuropeanCommissiorwith independentadvice
on data protection mattersand supportingthe developmentof harmonisedpoliciesfor dataprotection).

A TheWP29 pointsout that anonymizationmust be irreversiblein orderedto consideredassuch

A Basedon the applicabldegislation the Article 29 WPhashighlightedfour keyfeatures

o

0)
0)

anonymisationsthe resultof processingersonaldatawith the aim of irreversiblypreventingidentification of the
datasubject

severalanonymisatiortechniguesmaybe envisagedthere is no prescriptivestandardin EUlegislation
importance should be attached to contextual elements account must be taken of WIIQthe means Wkely
NE I 4 2 tolbeusedlfor identification by the controller and third parties, payingspecialattention to what has
lately become,in the current state of technologyd f A IS & 2 \givénth@idcreasein computationalpower
andtools available)

a risk factor is inherentin anonymisationand must be evaluatedin depth, alsoin terms of relevantseverityand
likelihood, when assessingthe validity of any technique (including the possible uses of any data that is
Gl y 2y e MywaysfRuchtechnique)

A Beingboth reversible SMPand HEmust be consideredas pseudonymisatiortechniques

! , MY HEALTH
b . MY DATA
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Ongoing evolutio'n of anonymisafion technigues..

oResearchtools and computational power evolve Therefore it is neither possiblenor usefulto provide an exhaustlveenumeratlon "
of circumstancesvhen identification isno longer possnble: (Opinion0% 2014 0n Anonymizationfechniquespar. 2.2.2).

Accordingto the Article 29 WP, da specificpitfall is to consider pseudonymizeddata to be equivalent to anonymiseddata (X)
pseudonymizedata cannotbe equatedto anonymisednformation asthey continueto allow an individualdata subjectto be singled

out andlinkableacrossdifferentdata sets.

WP29 (2014)
Anonymization techniques

Eachof the abovetechniquesdfails to meet with certainty the criteria of effective anonymisation(i.e. no singlingout of anindividual no
linkability betweenrecordsrelating to an individual and no inferenceconcerningan individual) Howeveras someof theserisksmaybe metin”
whole or in part by a giventechnique,carefulengineeringis necessaryn devisingthe applicationof an individualtechniqueto the specific
situation and in applyinga combinationof those techniquesas a way to enhancethe robustnessof the outcome (Opinion05/2014 on

Anonymisationfechniquespar. 5.2).
Cancellation of the encryption key, or of the initial identifiable data, may help to reach an adegaatesymisationstandard.
Edwin Morley -Fletchert EMA ¢ London ¢ 15t December 2017
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Anonymi_Sat‘i('j"n and Pseudonymisation

TheDataProtectionlegislationdoesnot apply to-anonymous/anonymisediata.

Neitherthe currentlyapplicabIeDirective95/46/EC,no‘ﬁr‘t‘he forthcoming GeneralData ProtectionRegulation20166796 & D 5 whicl X
will repealsaidDirectiveandwill applystartingfrom the 25" May 2018), provide a definition of anonymisation

Anonymisation

Recital 26 of the GDPRreads that: to
determine whether a natural personis
identifiable,accountshouldbe taken of
all the means reasonablylikely to be
used (including all objective factors,
suchasthe costsof and the amount of
time required for identification, the
availabletechnologyat the time of the
processing and technological
developments) either by the controller
or by another person, to re-identify
(singleout) the natural persondirectly
or indirectly.

Pseudonymisation

Article  4(55) of GDPR defines
pseudonymisationas processingpersonal
data in such a manner that they can no
longer be attributed to a specific data
subject without the use of additional
information to be kept separatelyand to
be safeguarded by technical and
organisationalmeasuresaimed to ensure
that the personaldataare not attributed to
anidentified or identifiable natural person
Pseudonymisationmay therefore reduce| /
generalrisksand help businesseto meet
their data-protectionobligations

shall not apply

Anonymised information are not personal dataGDPR Pseudonymised information are personal dateGDPR

! , MY HEALTH
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shall apply
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